
 

BAŞKENT UNIVERSITY ISTANBUL HOSPITAL SUPPLIER OFFICIAL & SUPPLIER 
EMPLOYEE INFORMATION TEXT 

 
1)DATA CONTROLLER: 
This information text has been prepared by “BAŞKENT UNIVERSITY ISTANBUL 
HOSPITAL” as the data controller, within the scope of Article 10 of the Personal Data 
Protection Law No. 6698 and the “Communiqué on the Procedures and Principles to be 
Complied with in Fulfilling the Information Obligation”. 
 

2)PURPOSES OF PROCESSING PERSONAL DATA, CATEGORIES OF PERSONAL 
DATA TO BE PROCESSED, LEGAL REASONS FOR PROCESSING AND METHOD 
OF COLLECTING PERSONAL DATA: 
The purposes, categories and legal processing grounds for your personal data processed by 
Başkent University Istanbul Hospital are presented below in a comparative manner. 
 

PURPOSES OF 
PROCESSING PERSONAL 

DATA 

PERSONAL DATA 
CATEGORY 

LEGAL 
JUSTIFICATION FOR 

PROCESSING 
PERSONAL DATA 

Execution of Information 
Security Processes 

Identity / Personality Directly Related to the 
Formation or Performance 

of a Contract 

Conducting/Supervising 
Business Activities 

Identity Data Processing is 
Necessary for the 

Establishment, Exercise or 
Protection of a Right 

Religious Information 
/ Health Information 

Obtaining Explicit 
Consent 

Identity / Contact / 
Finance / Professional 

Experience 

Directly Related to the 
Formation or Performance 

of a Contract 

Identity / Contact Explicitly Provided in 
Laws (4734/19) 

Organization and Event 
Management 

Identity / Contact / 
Finance / Professional 

Experience 

Directly Related to the 
Formation or Performance 

of a Contract 

Carrying out the purchasing 
processes of goods / services 

Identity / Contact / 
Finance 

Explicitly Provided in 
Laws (4734/19) 

Conducting Training Activities Identity Data Processing is 
Mandatory for the Data 
Controller to Fulfill Her 

Legal Obligations 

Execution of Customer 
Relationship Management 

Processes 

Contact Data Processing is 
Necessary for the 

Legitimate Interests of the 
Data Controller 



 

Ensuring Physical Space 
Security / Ensuring Security of 

Data Controller Operations 

Physical Space 
Security 

Data Processing is 
Necessary for the 

Legitimate Interests of the 
Data Controller 

Carrying out advertising / 
campaign / promotion 

processes 

Identity / Professional 
Experience 

Directly Related to the 
Formation or Performance 

of a Contract 

Conducting Communication 
Activities 

Identity / Contact Directly Related to the 
Formation or Performance 

of a Contract 

 
Your personal data is processed automatically and non-automatically, based on the legal 
reasons stated above, by hand delivery, filling in the relevant form, via e-mail, by telephone 
call and through the EBYS system. 
 

3)TO WHOM AND FOR WHAT PURPOSES PERSONAL DATA MAY BE 
TRANSFERRED 

• Your personal data by our hospital, 

• Conducting / Supervising Business Activities, 

• Conducting Business Continuity Activities, 

• Conducting Activities in Accordance with Legislation, 

• Conducting Advertising / Campaign / Promotion Processes, 

• Organization and Event Management, 

for its intended purposes, it may be transferred, if requested, to authorized public institutions 
and organizations, to relevant social media channels, in a manner that will be publicly available, 
and to real persons or private law legal entities with whom we have a contractual relationship 
(Relevant Universities, Consulting Firms, etc.). 

 

4)RIGHTS OF THE RELEVANT PERSON: 

Within the scope of Article 11 of the Law, which “regulates the rights of the relevant person”, 
we would like to remind you that you have the right to; learn whether your personal data has 
been processed, request information if processed, learn the purpose of processing and whether 
it is used in accordance with its purpose, learn the third parties to whom it has been transferred 
domestically or abroad, request correction if it has been processed incompletely or incorrectly, 
request deletion or destruction within the framework of the conditions stipulated in Article 7 of 
the KVKK, request notification of correction and deletion operations made to third parties to 
whom it has been transferred, object to the emergence of a result against you due to analysis 
exclusively by automated systems, and request compensation for damages if you suffer 
damages due to processing of your data in violation of the KVKK. You can submit your 
requests by filling out and signing the Application Form prepared in accordance with the Law 
on the Protection of Personal Data on the Başkent University İstanbul Hospital Website in 
accordance with the “Communiqué on the Procedures and Principles of Application to the 
Data Controller”, by sending it to “Altunizade, Kısıklı Caddesi Oymacı Sk. No:7 Üsküdar / 
İstanbul” address, by hand, by post or via registered e-mail 



 

“buistsaglikuygulama@hs01.kep.tr”. 

I have been informed about the processing of my personal data in accordance with the Personal 
Data Protection Law No. 6698. 

 

Name Surname: …………. 

Date:…../…../……………. 

Signature:………………… 


